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# PH NO : 9345066599

**OBJECTIVE**

To enhance my professional skills, capabilities and knowledge in an organization which recognizes the value of hard work and trusts me with responsibilities and challenges.

# EDUCATION

## B.Tech ( Information Technology )

Sri Balaji Chocakalingam Engineering College, Arni 2020 – 2024

83%

## HSC / State Board Of Tamil Nadu

Grils Government Higher Secondery School, Arni 2019 – 2020

57%

## SSLC / State Board Of Tamil Nadu

Subramaniya Sasthri Higher Secondery School, Arni 2017 – 2018

56%

# TECHNICAL SKILLS

* HTML
* CSS
* JAVASCRIPT
* REACT JS

# PROJECT

* **Phishing website detection using machine learning**

Phishing is one of the most widely practised Internet frauds. It focuses on the theft of sensitive personal information such as passwords and credit card details.

Phishing attack is a simplest way to obtain sensitive information from innocent users. Aim of the

phishers is to acquire critical information like username, password and bank account details

# ACHIEVEMENTS & AWARDS

* + Typewriting English (SENIOR)
  + I participated symposium in Paper presentation ( Cloud computing)

# COMPUTER KNOWLEDGE

Basic Computer Knowledge MS Word / Excel / Power Point

# LANGUAGES

* TAMIL (Reading and Writing)
* ENGLISH ( Reading and Writing)

# INTERNSHIP

* Company Name : Skill vertex
* Title : Web development
* Duration : 05 July 2023 to 05 September 2023
* Location : Bangalore

# PERSONAL DETAILS

* Date of Birth : 15/12/2002
* Marital Status : Single
* Nationality : Indian
* Gender : Female

# DECLARATION

I hereby declare that all the information given above is true and correct to the best of my knowledge